
INSTRUCTIONS FOR ADDING A PKI ROOT CA CERTIFICATE  

TO YOUR NETSCAPE BROWSER 
 
Provided are the instructions to obtain the DOD Root CA certificate so your Netscape Browser will recognize 
DOD as a Certificate Authority.  
 
Launch Netscape and go to the site  http://dodpki.c3pki.chamb.disa.mil/.  You will see Figure 1. 
 

 

Figure 1 

 
 
 
 
 
 
 
 
 
 
 
 
If you have never visited this site, you should see Figure 2; otherwise you should see Figure 7. 
 

• Select "Download Root CA Certificates” 
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Figure 3 

 

• Select "Next" 

• Select "Next" 



 

Figure 4 

 
 
 

 
Figure 5 

 
 

• Select "Next" 

• Select "Next" 

• Select "Accept this 
certificate forever 
(until it expires) 

• Check here if you want 
a warning. 



 

Figure 6 

 
 
  

 

Figure 7 

 

• Select "Finish" 

• The Security Information box will appear.  
Click on Continue.    



 

Figure 8 

 
 
 

 

Figure 9 

1. Select "Download Class 3 Root CA Certificate" 
2. After going through Figures 9 through 14, select 

“Download Medium Assurance Root CA 
Certificate” and repeat. 

• Select "Next" 



 
 
 

 

Figure 10 

 
 
 

 

Figure 11 

 

• Select "Next" 

• Select "Next" 



 

Figure 12 

 
 

 

Figure 13 

 
 

• Select "Next" 

• Select "Accept this 
Certificate 
Authority for 
Certifying network 
sites" 

 

• Select "Next" 

• Check here if 
you want a 
warning. 



 

Figure 14 

 
 
The DoD PKI root certificate authorities have now been added to your Netscape Navigator.  You can verify this 
by selecting the Security icon in your main Netscape menu.  Under Certificates, select Signers.  In the list that is 
displayed, you should see a new entry with the names you entered in Figure 14.  Once the certificate authority 
has been added, you should go to your web browser and type the web address you need to reach. 

• Select "Finish" 

• Enter a short 
name to identify 
this certificate 
authority, e.g., 
DoD PKI Root  
CA.  Second 
time use - DOD 
MED Root CA 

 


