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1.  PURPOSE

This Corporate Software Quality Assurance (CSQA) Plan is developed following Defense Logistics Information Service (DLIS) policies regarding procedures that ensure adherence to software engineering standards, conventions and practices.  This CSQA Plan applies to all DLIS-managed systems.

The DLIS project goal is to develop a system for the customer. This CSQA Plan complements the controls delineated in the DLIS Software CM Plan, the project-level SQA Plan, and Software Development Plan.

The underlying ideal for the DLIS development effort is that the quality of the delivered product is paramount.  The goal of the DLIS team is to 'do it right the first time'.  While project milestones must be met, product quality concerns shall constitute sufficient cause to adjust those milestones.  The early identification and communication of potential problem areas remains critical to achieving this ideal.

2.  REFERENCE DOCUMENTS
The following documents are sources of information for the CSQA Plan:

a) Software Statement of Work (SCR, TO, PR, SP)

b) DLIS-M 4190.1, ADP/T Configuration Management Procedures

c) DLIS Corporate Software Configuration Management Plan

d) DLIS Software Development Plan

e) DLIS-I 8000.1, DLIS Application Software Development Standards (Draft)

f) DLIS Year 2000 Management Plan, May 19, 1998

g) DLA Architecture Guidelines, May 5, 1998

h) DLAR 5200.17, Security Requirements for Automated Information and Telecommunications Systems, Jun 1993

i) DoD J-STD-016, Software Development and Documentation

j) DoDD 5000.1, Defense Acquisition, March 16, 1996

k) DoD Regulation 5000.2-R, Mandatory Procedures for Major Defense Acquisition Programs (MDAPS) and Major Automated Information Systems (MAIS) Acquisition Programs, October 6, 1997

l) Joint Technical Architecture, V 2, May 1998

m) Federal Acquisition Regulation

n) ANSI/IEEE Standard 983-1986, Guide for Software Quality Assurance Planning

o) ANSI/IEEE Standard P730.1-1989, Standard for Software Quality Assurance Plans

p) ANSI/IEEE Standard 828-1983, Software Configuration Management Plans

q) Capability Maturity Model, Version 1.1, Software Engineering Institute, Carnegie Mellon University

3.  MANAGEMENT

The following individuals have responsibilities for various stages of the software requirements management, testing, and integration.

3.1 Software Quality Assurance (SQA) Manager

The SQA Manager shall maintain the DLIS Corporate SQA Plan as well as the project-level SQA plan.  The SQA Manager shall be responsible for overseeing the configuration management of approved program(s) between environments in accordance with the DLIS Software Configuration Management (SCM) Plan.

The SQA Manager shall work closely with the Program Manager, the Development Manager, and the Configuration Manager.

The SQA Manager shall ensure all outstanding Test Plan problem reports have been completed, and that each feature of the applicable modification(s) and specification(s) has been addressed.  The SQA Manager's perspective in this review process shall be to verify the adequacy and completeness of the program modifications.  After successful integration testing described in the SCM Plan, the SQA Manager shall approve each completed Unit Test Plan.

The level of SQA rigor shall be based on the complexity of the program modification(s) and the number of changes made to the program.  This includes the amount of effort to be placed into 'QAing' redesigned/rewritten code in accordance with DLIS-I 8000.1.  The SQA philosophy is to ensure the necessary quality and to sufficiently document its presence in the project.  Level of SQA rigor is discussed further in section 5.

The SQA Manager has the authority to return system requirements to the Functional Project Manager.  The SQA Manager shall inform the Program Manager if this event occurs.

The SQA Manager has the authority to return program modifications to the Development Manager.  The SQA Manager shall inform the Program Manager if this event occurs.

The SQA Manager shall recommend approval of the Functional Acceptance Test Plan, Programmer Unit Test Plan, the SCM Plan, and the project-level SQA Plan.

3.2 Program Manager

The Program Manager shall be responsible for the overall software quality of the DLIS system. The Program Manager shall oversee all aspects of modification coding and testing efforts and shall work closely with the SCM and SQA efforts.

The Program Manager shall approve the Functional Acceptance Test Plan, Programmer Unit Test Plans, the SCM Plan, and the project-level SQA Plan.

3.3 Project Manager

The Project Manager shall communicate with the customer to ensure that new requirements or changes to the existing requirements meet the customer's needs. The Project Manager shall provide clear, concise, usable, and maintainable requirements. They shall be responsible for gathering and providing all documentation during the development, testing, and integration of system requirements.

3.4 Development Manager

The Development Manager shall supervise the coding and unit testing efforts.  The Development Manager has the authority to approve or reject source code modifications based on the quality of those modifications.  They shall also approve program redesign efforts (see section 3.1). 

The Development Manager shall recommend approval of the Functional Acceptance Test Plan, Programmer Unit Test Plans, the SCM Plan, and the project-level SQA Plan.

3.5 Individual Programmer

The individual programmer shall complete their portion of the required documentation, develop a Unit Test Plan, and perform modification coding. While coding, quality shall be foremost in the programmer's efforts. The programmer shall conduct tests according to the Unit Test Plan to document the quality of the software.  All program changes shall be performed in accordance with DLIS-I 8000.1.

Depending on the program ranking (level of complexity vs. number of changes) and the judgment of the programmer and the development manager, a program may be rewritten/ redesigned.  If a program has been reconstructed, all program functionality impacted shall be tested.

After a program has been successfully unit tested, the programmer shall record a clean execution script of the unit test.  This clean execution script shall become part of the completed unit test plan package as described in the Software Configuration Management Plan.

The programmer shall also prepare the overall program documentation in accordance with J-STD-016.

4.  DOCUMENTATION

4.1 Purpose

This section defines the documentation that shall be generated during the DLIS requirements management and integration.

4.2 Minimum Documentation Requirements

The finite list of DLIS approved modifications and specifications shall be reviewed and approved by HQ DLA. The System Change Request (SCR) Administrator, in accordance with DLIS-M 4190.1, shall provide them to the Project Manager. System documentation shall follow J-STD-016 guidelines and shall be provided to DLIS in an electronic method.  All documentation shall be placed under CM control.

The following DLIS documentation shall be reviewed by each team member for comment and shall then be approved by the SQA Manager, Development Manager, and the Program Manager:


Functional Acceptance Test Plan 


Software Configuration Management Plan


Software Quality Assurance Plan

Each program in the DLIS system shall have program documentation in accordance with DLIS-M 4190.1 as described in Attachment B.

4.3 Other

The following documentation shall be used during the DLIS modification effort and shall be approved by the Program Manager:


DLIS-I 8000.1, DLIS Application Software Development Standards (Draft)


DLIS Problem Report Sheet and Log


DLIS Functional Acceptance Test Plan Report


DLIS Unit Test Plan Report

5.  STANDARDS, PRACTICES, CONVENTIONS and METRICS

The specific guidelines are defined in DLIS-I 8000.1. Testing procedures are addressed by the Functional Acceptance Test Plan.  Project metrics are being accumulated under the direction of the Program Manager and include:


Program modification level of complexity ranking


Problem Reports for defect analysis


Logging of time expended in specified categories by program


System performance benchmarking


Performance coverage

The level of SQA rigor depends on the SQA category.  The initial program difficulty ranking was based on the complexity of the program modification(s) and the number of changes made to the program.  SQA category thresholds were chosen after reviewing the ranking distribution bell curve.  The initial assignments were then reviewed, and category exceptions were noted based on the individual program modification(s).  Some programs were moved to higher categories, some to lower categories.  The actual distribution of programs to SQA category is reflected in the second ('After Review’) number below.

The procedures listed under the SQA description column shall be performed in concert with procedures defined in the Functional Acceptance Test and Software Configuration Management plans.




Initial Assign/After 




Review
Difficulty

QA Category

# Progs
Level


QA Description

1

45/66

0 - 1.99

Visually inspect source code and tables, test scripts sufficient


2

102/67
2 - 3.49

Level 1 steps, integration testing scripts sufficient


3

14/21

3.5 - 3.99

Level 2 steps, Dev Manager/SQA conduct informal review after


4

28/24

4 - 5.99

Level 2 steps, informal peer review after 


5

5/5

6 - 9.99

Level 2 steps, DevManager/SQA/ programmer conduct informal review before and after.  Before = after UTP designed, review approach, issues, completeness, etc.




Initial Assign/After 




Review
Difficulty

QA Category

# Progs
Level


QA Description

6

4/4

10 - 14.99

Level 2 steps, Formal Technical Review/walkthrough

The SQA levels also impact the Integration Test Plan.  Programs having a SQA level of 3, 4, 5, or 6 shall require specific test cases for integration testing.  The SQA Manager shall review programs having SQA level 2.  Integration test case data shall be built for those programs deemed necessary based on the specific modification(s).

6.  REVIEWS and AUDITS

6.1 Purpose

This section describes the technical and managerial reviews and audits to be conducted during DLIS requirements management and integration.

6.2 Minimum Requirements

The following reviews and audits are considered essential to the DLIS modification effort:

Critical Design Review (CDR) 

CDRs shall be conducted under the supervision of the development manager for those program modifications identified by the Program Manager.  These program modifications shall generally be identified as having the highest relative complexity rankings.  Also, a CDR shall be performed for each new program.  The CDR shall determine the technical adequacy, completeness and correctness of the detailed software design in satisfying the requirements of the approved program modification.

The program design documentation being reviewed consists of the approved modifications and specifications applicable to the program, the program documentation, applicable programmer's notes, screen layouts, etc.

The development manager shall track CDR review results.  The Programmer Unit Test Plan shall be updated to allow verification testing of any design changes resulting from a CDR.

The Software Quality Assurance of walkthroughs shall involve program structure examination and identification of areas that may become issues.

Software Verification and Validation Plan Review  (SVVPR) 

The SVVPR shall be the review of the project-level SQA Plan described in section 4.2.  The Program Manager shall approve changes to the project-level SQA Plan, which are expected as the plan evolves to meet unanticipated project needs.

Functional Audits
For each program modification, the SQA Manager shall as part of the SQA environment integration testing perform a functional audit.  The functional audit shall verify that the modified program addresses all modification requirements and that it conforms to the standards, practices, and conventions delineated by the following:



Functional Acceptance Test Plan 



Programmer Unit Test Plan 



Software Configuration Management Plan



Software Quality Assurance Plan



DLIS-I 8000.1, DLIS Application Software Development Standards (Draft)



DLIS Problem Reports and their resolution

The functional audit shall also ensure the completeness of the program modifications. It shall answer the question 'did the program modification impact any other system areas and are all of those changes in place?’

The final functional audit shall be held prior to software delivery to verify that all modification requirements have been met.  The final functional audit shall require the following:

· An approved Unit Test Plan and Unit Test Plan Summary for each program modification

· Successful unit and integration testing of those modifications in the integration environment

· Integration testing in the QA environment as discussed in the CM Plan Successful Configuration Management of all modified programs to the production environment

The system performance requirements SQA effort shall be directly supervised by the Program Manager.

In-Process Audits
In-process audits shall be held at the discretion of the Program Manager, the development manager or the SQA Manager.  The objective of in-process auditing is to verify the consistency of the product as it evolves through the development process. The focus of an in-process audit shall vary according to the particular requirements of the situation being audited.

Managerial Reviews
Managerial reviews shall be held periodically to assess the execution of the project-level SQA Plan. The Program Manager shall specify the quantity and focus of managerial reviews.


Post Mortem Reviews
A post mortem review shall be held at the conclusion of the project and shall be conducted by the Program Manager.  The object of the post mortem review shall be to assess the development activities implemented in the DLIS project and to provide recommendations for appropriate actions.

Any further actions required as the result of any of the above reviews or audits shall be followed up by the appropriate manager.  Verification of any such action taken shall occur as part of the normal SQA review process.

7.  CONFIGURATION MANAGEMENT

The SCM manager shall as specified in the CM Plan perform production software configuration management.  In addition, modification/specification change request procedures are described below.  The primary tools used for software configuration management shall be the Platinum tools provided by DLIS. CCC/LCM shall be used for mainframe applications.  CCC/Harvest shall be used for non-mainframe applications. Also paramount to successful configuration management shall be the security imposed on the various Software Configuration Management environments (as discussed in the CM Plan).

The quality of the configuration management plan shall be verified by successful program Configuration Management, integration testing, problem report resolution and project documentation in general.

A process to incorporate changes to the program specifications is necessary as the DLIS project progresses.  These changes are required to ensure the program changes are 'in synch' with the written specifications, and to allow logical changes to the technical implementation so that DLIS program modifications reflect the best technical approach.

The following procedures describe the process which shall be used to request changes to program specifications and to track the requests (refer to DLIS-M 4190.1 for specific duties):  

The Project Manager shall discuss DLIS screen layout changes and major specification functionality changes with the customer before the change request is initiated.

The Project Manager shall initiate the change request by submitting a change request package to the DLIS SCR Administrator.  The change request package shall consist of a 'DLIS System Change Request' with amplifying material attached as appropriate.

The DLIS SCR Administrator shall assign a control number and shall track the change request through the approval process.

Approved requests shall be disseminated appropriately by the DLIS SCR Administrator.  The Project Manager shall be responsible for disseminating changes to the development staff.

8.  PROBLEM REPORTING and CORRECTIVE ACTION

As specified in the Unit Test Plan, unit test problem reports shall be used to track defects and the corresponding corrective action.  The tracking of problem reports shall be performed by the Project Manager and verified by the SQA Manager.

The procedures for requesting changes to the modifications/specifications are addressed in section 7.

9. TOOLS, TECHNIQUES and METHODOLOGIES

The following shall be used to support the DLIS requirements management and integration effort:


Program Manager software


Intertest/COBTEST


Change and Configuration Control (CCC)/Life Cycle Management (LCM)
Application Painting System (APS) or equivalent


OMEGAMON


Standard desktop applications (spreadsheets, word processors, etc.)

10. CODE CONTROL

The SCM Manager shall maintain the controlled versions of the program modifications. The contractor shall perform version control.  Version control shall be accomplished by utilization of an automated version control system.  The contractor shall provide DLIS access to the version control tool for auditing and reporting purposes.  The contractor shall identify all modules on the appropriate DLIS forms for submission to DLIS.

Each of the environments described in the Software Configuration Management Plan is isolated from the other by a unique set of command files that set the logicals for that environment.  The logicals confine the environment to the correct database, source and system files.  These files define each environment for the application and the developers, thus ensuring each environment's integrity.

11. MEDIA CONTROL

Development media control is provided by the various security access levels used for each development environment and the physical security measures in place at the client site.

Regular backup procedures have been developed and are performed by the System Manager with the concurrence of the Program Manager.

Programmers shall make an initial backup of their on-site personal computer.  Daily, each programmer shall make end-of-the-day backups of all development work.  The goal of these backup procedures is to ensure minimal loss of previous work and rapid return to productivity should a contingency occur. 

Off-site storage criteria for paper and electronic project material shall be defined and supervised by the Program Manager.

12. RECORDS COLLECTION, MAINTENANCE and RETENTION

The records generated in adherence to the project-level SQA Plan, Unit Test Plan and SCM Plan shall be maintained in an orderly fashion at the host site as directed by the appropriate manager.  Backup and off-site storage decisions shall be made by the Program Manager and the software configuration management manager (refer to section 11).

All project records required for corporate history shall be collected under the direction/supervision of the SCM manager.  All records shall be provided in an electronic manner for CM control purposes.

13. TRAINING

If necessary, various training sessions shall be conducted during the DLIS requirements management and integration process to ensure that each team member is able to apply the following:


Functional Acceptance Test Plan


Programmer Unit Test Plan


Unit Test Plan Log


Problem Reports


Software Quality Assurance Plan


Software Configuration Management Plan


Tools


Technical issues


Formal technical reviews/code walkthroughs


DLIS Application Development Handbook

Project personnel or other qualified individuals shall perform training.

Additionally, indoctrination sessions shall be conducted to ensure each programmer has a programmer cover sheet, the latest program modification(s) and specification(s), screen/ report layouts, and all background information that has been amassed for the program modification(s) since the beginning of the project.

15. RISK MANAGEMENT

The Program Manager shall control the allocation of project resources as necessary to respond to contingencies that may/do significantly impact the DLIS project.

SQA efforts shall verify that recovery from such contingencies does not affect the quality of the DLIS system, with emphasis on ensuring that no side effects are introduced into any DLIS system area.




