DLSC Corporate CM Plan

March 3, 2000


DEFENSE LOGISTICS SUPPORT COMMAND

 (DLSC)

CORPORATE CONFIGURATION MANAGEMENT PLAN

CI #: DLSC-CCMP-Version 1.2
[image: image4.wmf]The CM Process

 Requirements 

Definition

CCB

PDB

Development

Functional 

and 

Information 

Assurance

Acceptance

CM

Acceptance

Assurance

testing

Production

Release

Documentation

Center

Version 

Control

Release

Management

Requirements

Finalization

Approval

SOW/SOO

TO/SCR/PR

Development

Package

SOW/SOO

TO/SCR/PR

Development

Package

Complete

Package


PREPARED BY:

DLSC Configuration Management Board

THIS PAGE INTENTIONALLY LEFT BLANK

Approved By:

Deborah K. Clark





DATE

DLIS CCB CHAIR







Peter Plassmann





DATE

DSCR CCB CHAIR






Thomas L. Brooks





DATE

Director, Information Resources

DSCR ITCC Representative






Teresa V. Popham





DATE

Director, Requirements Control and Management


DLIS ITCC Representative





Mae De Vincentis





DATE

Executive Director

ITCC Chair

THIS PAGE INTENTIONALLY LEFT BLANK

61.  INTRODUCTION

1.1 Purpose
6
1.2 Scope
6
Figure 1.2-1 Configuration Management Functions
7
1.3 Applicability
8
1.4 Acronyms and Glossary
8
1.5 References and Guidance
8
2.  MANAGEMENT
10
2.1 Organization
10
Figure 2.1-1 DLSC Organization
10
2.1.1 Relationships
10
2.1.2 Roles
10
2.2 Information Assurance (IA)
11
2.3 CM Responsibilities
11
2.4
CM Functions
12
2.4.1 Configuration Identification
12
2.4.1.1 Configuration Item Baselines
13
Figure 2.4.1.1-1, Configuration Identification of Baselines
13
2.4.2 Configuration Control
14
2.4.3 Status Accounting
14
2.4.4 Audits and Reviews
14
3.
The Configuration Management Process
14
Figure 3-1, The Configuration Management Process
15
3.1 Requirements Definition
15
3.2 CCB Approval
15
3.3 Requirements Finalization
16
3.4 Development
16
3.5 Functional and IA Acceptance
16
3.6 CM Acceptance
16
3.7 Assurance Testing
17
3.8 Production Release
17
3.9 Documentation Release
17
4.  Automated CM Tools
17
4.1 Automated CM Tool Standards
18
4.2 Automated CM Tool Use
18
5. Defense Integrated Infrastructure (DII)/Common Operating Environment (COE)/Standard Operating Environment (SOE)
18
6. Configuration Management Metrics
18
Appendix A: Charter Organizations
19
Appendix B: Acronyms and Glossary
20
B.1 Acronyms
20
B.2 Glossary
21



1.  INTRODUCTION

This document is the Corporate Configuration Management Plan (CCMP) for Information Technology (IT) development for the Defense Logistics Support Command (DLSC). The CCMP provides the direction of configuration management for all IT systems managed by DLSC.  This plan is prepared in compliance with J-STD-016 and the Capability Maturity Model (CMM). It presents a methodology by which Configuration Management (CM) is maintained throughout the development life cycle for IT systems.  Benefits provided by the implementation of this plan are:

· Ensures fulfillment of the requirements during the design, development, integration, testing, and deployment phases of the life cycle.

· Enables changes to the requirements to be made under controlled conditions.

· Provides a historical reference for the life cycle of the system.

The DLSC Configuration Management Board (CMB) shall ensure the maintenance and currency of this plan as required.  All changes to this plan must be presented and approved by the DLSC Information Technology Coordinating Committee (ITCC).

1.1 Purpose

The configuration management plan describes the configuration management concepts, processes, and procedures implemented at DLSC for all IT development efforts.   It also addresses the involvement of Information Assurance (IA) in the development or modification of any system.  The requirements for meeting interoperability are outlined in Section 5 of this document. Configuration management metrics are outlined in Section 6 of this document.

This DLSC CCMP lays a framework within which the four primary CM functions (configuration identification, configuration control, status accounting, and audits and reviews) shall be performed.  Additionally, this CCMP forms the basis for an automated CM system by which baselines are stored and changes to those baselines are tracked as they are implemented.

1.2 Scope
The DLSC CCMP sets forth and incorporates by reference, the CM policies and procedures for IT system development for DLSC.  It describes how the CM elements of configuration identification, change control, status accounting, and audits and reviews, as shown in Figure 1.2-1, shall be applied at Primary Level Field Activity (PLFA) and the DLSC Systems Integration Office (DSIO) level to establish and maintain software configuration throughout the development effort.

Configuration Identification
Configuration Identification is the identification and definition of configuration items (CIs) to include software, hardware, communications, documentation and all affected changes to these items. Documents include all those necessary to provide a full technical description of the characteristics of the CIs that require control.  Configuration identification is:

a. Founded on baseline management

b. Maintained through control of system specifications and developed documentation for each identified baseline

c. Based on IT system requirements through specifications and plans

                      Configuration Control
Configuration Control is the system coordination, approval or disapproval, and implementation of all approved changes in configuration of a CI after establishment of its baseline which includes:

a.  CCB administration in relation to system changes

b.  AWR/SCR control and implementation

c.  ACSN preparation, control, and distribution

Configuration Status Accounting
Configuration Status Accounting is used as a discipline to establish the listing of all CIs, the status of all proposed changes, and the implementation status of approved changes.  CSA is:

a. Maintained by a system which defines each component by identification number and records all proposed, scheduled and implemented changes

b. Provided with system definitions and identification by SVDs and VDDs  which accompany CI deliveries and document all version and release numbers

Audits and Reviews
Audits and Reviews are inspection and review of records and procedures.  CM shall:

a. Conduct internal audits (as required) to ensure requirements are in accordance with approved CM plans

b. Provide support for FCA and PCA

Legend

ACSN
Advanced Change Study Notice
PCA
Physical Configuration Audit

AWR
ADP/T Work Request
CCB
Configuration Control Board

CSA
Configuration Status Accounting
CM
Configuration Management

CSCI
Computer Software Configuration Item
SCR
Systems Change Request

FCA
Functional Configuration Audit
SVD
Software Version Description

VDD
Version Description Document



Figure 1.2-1 Configuration Management Functions

1.3 Applicability

The configuration management procedures and processes described in this plan apply to all IT development and acquisition efforts.  They apply to all hardware, software, documentation and services regardless of origin.  The local Configuration Manager shall be responsible for ensuring that these standards are met by all government or contractor programs during the CI life cycle.

1.4 Acronyms and Glossary

Acronyms and Glossary referenced in this document are detailed in Appendix A.

1.5 References and Guidance

(1) J-STD-016, Standard for information Technology Software Life Cycle Processes 

Software Development Acquirer-Supplier Agreement

(2) IEEE Std 828-1990, Standard for Software Configuration Management 

Plans, Sep 28, 1990

(3) IEEE Std 1042-1987, Guide to Software Configuration Management, Sep 10, 

1987

(4) MIL-STD-973, Configuration Management, Apr 17, 1992


http://www.dlaps.hq.dla.mil/dynaweb/dlaps/@Generic_CollectionView
(5) DLAR 4730.3, Defense Logistics Agency Automated Data Processing/ 

Telecommunication (ADP/T) Configuration Management Program, Mar 1996

(6) IEEE Std 610.12-1990, Glossary of Software Engineering Terminology

(7) CMU/SEI-93-TR-25, Key Practices of the Capability Maturity Model, Version 

1.1, Feb 1993

http://www.sei.cmu.edu  (searchable by document number)

http://www.sei.cmu.edu.legacy.scm.scmHomePage.html

(8) DLAR 5200.17, Security Requirements for Automated Information and 

Telecommunications Systems, Jun 1993

http://www.dlaps.hq.dla.mil/dynaweb.dlaps/@Generic_CollectionView
(9) DLA Information Technology Architecture Guidelines, Nov 1998


http://www.cio.dla.mil/newlib.html

(10) Joint Technical Architecture, V 2, May 1998



http://www-jta.itsi.disa.mil/

(11) Federal Acquisition Regulation



http://web.deskbook.osd.mil

(12) DoDD 5000.1, Defense Acquisition, May 21, 1999, 1996



http://web.deskbook.osd.mil
(13) DoD Regulation 5000.2-R, Mandatory Procedures for Major Defense Acquisition Programs (MDAPS) and Major Automated Information Systems (MAIS) Acquisition Programs, October 6, 1997

http://web.deskbook.osd.mil
(14) IEEE 12207, International Standard - Information Technology - Software Life Cycle 

Processes, Nov 7, 1998

(15) MIL-STD-1521B, Technical Review and Audits for Systems, Equipment, and Computer

Software, 1 Jun 1976


(16) IEEE 1028-1988, Standard for Software Reviews and Audits, 9 Jun 1988


(17) DoD Information Technology Security Certification and Accreditation Process, 

version 1.1, March 1999

http://www.disa.mil/infosec
(18) DoD Memorandum, “Web Site Administration”, 7 December 1998

2.  MANAGEMENT

2.1 Organization

This section outlines the DLSC organizational relationships, roles and responsibilities for CM during the system development effort.  Figure 2.1-1 represents the DLSC organizational structure. The DLSC CM Plan shall provide guidance and minimum standards for implementation throughout the organization. Each charter organization (Appendix A) shall have responsibility for implementation of CM policies and procedures at the local level.  Charter organizations may meet the requirements of the CM Plan in locally prescribed manners, however, they must ensure that the major CM milestones are met with a locally defined action, and the objectives of the CM Plan are achieved.  
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Figure 2.1-1 DLSC Organization

2.1.1 Relationships
This plan shall provide the basis for establishing the configuration management process at   DLSC-I, each of the PLFAs, and DSIO.  Each PLFA shall develop a local corporation configuration management plan that institutionalizes the configuration management process between the PLFA and the development organization.  The process outlined within this DLSC plan shall be the minimally accepted process throughout DLSC and each field activity.  Each PLFA is free to add to this process, but cannot remove from the process.  The local configuration management plan shall work in conjunction with the local corporate information assurance plan.

2.1.2 Roles

Each PLFA shall play an active role in the configuration management process of all software and hardware developed for their activity.  Once each PLFA establishes their configuration management process and develops their local configuration management plan, it is vital that each system under PLFA management has a system-level configuration management plan in place.  
2.2 Information Assurance (IA)

The DLSC configuration management processes and procedures must ensure that new developments and changes to existing systems do not lead to decreased data security.  Local IA shall provide guidance, insight, and testing of systems to ensure any developments and/or changes have not introduced security hazards or jeopardized the integrity of IT operations throughout DLSC. The local IA staff shall be responsible for data security at their site and shall actively participate as a member of the local CCB.   The local IA plan shall address the IA references, processes, and procedures for the PLFA.

2.3 CM Responsibilities

2.3.1 DLSC Information Technology Coordinating Committee (ITCC)

The ITCC is responsible for providing advice and information to the Director, DLSC on Information Technology (IT) issues.  The ITCC also sets policy and provides direction for the PLFAs on IT matters.  As part of this plan, the ITCC is responsible for setting CM policy for the command.

2.3.2 DLSC Configuration Management Board

The DLSC CMB is chartered to develop and implement CM policies and procedures throughout DLSC.  The DLSC CMB reports to the ITCC.  The DLSC CMB consists of CM representatives from each charter organization and meets in accordance with the DLSC CMB Charter.  The DLSC CMB shall:

(1) Develop and maintain the DLSC CM Plan.

(2) Monitor the state of CM throughout the command, and report findings to the ITCC.

(3) Provide policy guidance and advice to the charter organizations on CM matters.

2.3.3 Charter Organization Configuration Managers

Configuration Management shall be done in accordance with DLSC standards and procedures at each charter organization. The Configuration Manager at each charter organization is responsible for overseeing the implementation of CM procedures during the development for each project at each site.  Additional responsibilities of the Configuration Manager include:

(1) Configuration control

(2) Status accounting

(3) Configuration identification

(4) Implementation and maintenance of the individual Configuration Management

 Plan for their organization

(5) Establishment and maintenance of baselines

(6) Performing formal and internal audits

(7) Participation in system development reviews

(8) Release management of production system upgrades

2.3.4 Local Configuration Control Board (LCCB)
Each charter organization shall convene an LCCB to control and maintain CM processes at the local level. The LCCB shall be the approval authority for all baseline changes to systems maintained by the organization.  The LCCB shall also be the approving authority for new acquisitions and developments that affect the existing baselined suite of capabilities.  The LCCB may go under another name at the local level.

The local commander or his representative (usually at the directorate level) shall chair the LCCB.  The local Configuration Manager shall act as the facilitator.  Other LCCB members shall be appointed from the key members of local organizations that have an interest and responsibility for development, maintenance and operation of the CIs and related systems.

Currently, LCCBs have different names at the local level.  The following lists the boards as

they are today:



PDB 

Project Development Board (DLIS in addition to the CCB)



TRB 

Technical Review Board (DSCR)



DRB 

Design Review Board (DSIO-J)



CMG 

Configuration Management Group (DRMS)



ITPSG
Information Technology Program Steering Group (DSCC)



PSWG
Program Steering Work Group (DSCC)



JCCB

Joint CCB (DSIO)



SSCCB
SAMMS Software CCB (DSIO)

One of the goals of the DLSC Collaborative CM (DCCM) team is to establish a single naming standard for CCB functions to be used at the PLFAs.  This single naming convention shall promote the collaborative decision-making theme of the ITCC.

The local Configuration Manager shall ensure that the established CM process is in place at the local site.  It is the local Configuration Manager's and the LCCB's responsibility to establish the steps to accomplish the functions within the CM process.  These steps must be documented and presented to the LCCB for coordination, approval, and adoption.
2.4 CM Functions

2.4.1 Configuration Identification

The local Configuration Manager shall control the identification and definition of configuration items (CIs) to include software, hardware, communications, and documentation and all affected changes to these items.  Documents include all those necessary to provide a full technical description of the characteristics of the CIs that require control. Configuration identification shall be applied to all developed systems including code, hardware, environment, and associated documentation. 

2.4.1.1 Configuration Item Baselines

Baselines are composed of all CIs describing and pertaining to a system at a point in time.  The local Configuration Manager uses baselines to maintain traceability of the changes in the CI throughout the life cycle. 

The items included in system baselines are stored and maintained in an electronic media format once changes are made.  A current baseline consists of the previous baseline plus all approved changes to that baseline.  Figure 2.4.1.1-1 depicts the composition of the baselines including software and related documents.

Functional Baseline
Operation Concept Description (OCD)


System/Subsystem Specification (SSS)


Development Plan (SDP)


SCM Plan (SCMP)


Quality Assurance Plan (QAP)

Allocated Baseline
Functional Baseline plus approved changes


System/Subsystem Design Description (SSDD)


Requirements Specification (RS)


Interface Requirements Specification (IRS)

Development Configuration
Allocated Baseline plus approved changes


Design Description (DD)


Interface Design Description (IDD)


Database Design Description (DBDD)


Test Plan (STP)


Test Description (STD)


Test Report (STR)


CSCI Source Code/Executable Code


CSCI Database


CI Non-developmental Items

Product Baseline
Developmental Configuration plus approved changes


Product Specification (PS)


Installation Plan (IP)


Transition Plan (TrP)


Version Description (VD)


User Manual (UM)


Input/Output Manual (IOM)


Center Operator Manual (COM)


Computer Operation Manual (COM)


Computer Programming Manual (CPM)


Firmware Support Manual (FSM)


CSCI Source Code/Executable Code


CSCI Database


CI Non-developmental Items

Figure 2.4.1.1-1, Configuration Identification of Baselines

2.4.2 Configuration Control

The local Configuration Manager shall control all changes to an existing baseline.  The local Configuration Manager shall implement measures in accordance with this document that maintain traceability and accountability of all work done on accountable systems under their control.  Local Configuration Managers shall ensure that contractor operations performing work under their area of responsibility are held to the same CM standards that apply overall, and are capable of operating in their CM environment.  

The local Configuration Manager shall tightly control all baselined systems.  All changes must be documented, and identify all information required by the LCCB.  All documentation and software entities are released to and maintained by Configuration Management in controlled libraries or file structures.  Changes to a controlled baseline (i.e. Integration, Functional, Allocated, or Product) must be initiated through the local CM process.  CM shall maintain control of all phases of the development.  The change shall not go into production until the developer has met all CM requirements. 

2.4.3 Status Accounting

The local Configuration Manager shall establish and maintain a system for providing status accounting and reporting for all CIs.  The local Configuration Manager shall control access to this system, and generate reports from it, as required.

2.4.4 Audits and Reviews

The local Configuration Manager is responsible for ensuring that local CM procedures are in accordance with this plan, and other governing documents.  The local Configuration Manager shall conduct periodic audits of the systems used to maintain control of local CIs and review local procedures to ensure compliance with this plan.

3. The Configuration Management Process

The life cycle of a system shall be tracked and managed by the Configuration Management process, a series of documented steps that control the development and implementation of changes to a system.   The objective of this process is to ensure that the system development meets the functional and documentation requirements of the organization.  Throughout the process, the local Configuration Manager is responsible for ensuring proper documentation and tracking of the project.
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Figure 3-1, The Configuration Management Process

3.1 Requirements Definition

In this step, the initial system functions are defined.  If necessary, a Business Case Analysis (BCA) and/or risk analysis is performed, or any cost-benefit analysis that may be required.  Coordination with all affected parties, inside and outside the organization is established.  An initial requirements/functions document is produced.

3.2 CCB Approval

After determination of initial requirements, the project is presented before the CCB for approval.  The CCB determines the resources that shall be released for the project, determines its priority, and assigns key individuals.  The CCB approves the Project Concept Document, and forwards it to DLSC for approval, if required.

3.3 Requirements Finalization

The project team works with the functional representatives to finalize the requirements that define the project.  The project requirements are documented and archived by the local Configuration Manager.  The requirements document must document the approval of the functional proponent and the developers, and be clearly understood by each. The project staff develops the system’s detailed design and Project Definition Document (PDD).  If required, the system description is input into the Collaborative CM Initiative Database.  The system CM plan, Quality Assurance (QA) plan, and IA plan shall be drafted.  Changes to the requirements after this phase shall result in serious impact to the cost and schedule of the project.  All configuration items developed and turned over to the government at this time shall be captured in the designated CM tool.

3.4 Development

After the requirements for the project have been determined, actual development of the system can commence.  The development shall be controlled through the use of CM software tools that automatically document the development and maintain the system baseline while the project is underway.  Progress shall be monitored by a series of In-Process Reviews (IPRs), and by periodic reporting to the LCCB.  The system CM plan, Quality Assurance (QA) plan, and IA plan shall be finalized.  The system is then turned over to the local Configuration Manager for further steps. All configuration items developed and turned over to the government at this time shall be captured in the designated CM tool.

3.5 Functional and IA Acceptance

The project manager shall carry out initial testing to determine that the project meets the functional requirements of the end user. IA shall review and verify all data including web pages to ensure no violations of IA regulations and directives. In addition, IA testing shall be conducted to determine that the system does not compromise the integrity or security of the existing IT systems.  Test plans conforming to local standards must be completed to guide the tests.  Upon completion, acceptance of the test results by the functional proponent and IA personnel must be documented and retained.  The system accreditation shall be completed, and the development package assembled. All configuration items completed and provided by the developer at this time shall be captured in the designated CM tool.

3.6 CM Acceptance

At this stage, the local Configuration Manager shall manage the performance of a Functional Configuration Audit (FCA) to determine the accuracy and compliance of the documentation and testing that has occurred thus far. This is the last possible point for turnover and acceptance of all remaining configuration items as well as any updated configuration items prior to full PLFA control of the CM process.  The local Configuration Manager shall also perform a Physical Configuration Audit (PCA) to ensure the project conforms to the “as-built” documentation being provided.  The local Configuration Manager shall then present the project to the local CCB for approval.  The project baseline is documented on the CM tool and the project placed under CM control.  Further changes must be applied only under control of the CM process.  The final development package, consisting of all design documents, descriptions, test plans, and other significant items shall be assembled and delivered to the local Configuration Manager at this time. 

3.7 Assurance Testing

Final pre-release testing is performed to ensure the robustness and performance of the system in a non-production environment.  Testing shall focus on assurance of system operations, system integration, and regression testing. Any interface testing required shall be coordinated and executed through the assurance testing team.  All test plans, results, and reports shall be collected, reviewed, and accepted through the assurance testing team.  After final testing, the testing documentation and results shall be incorporated into the development package. All test plans, results, and reports developed and turned over to the government at this time shall be captured in the designated CM tool.

3.8 Production Release

The system is now prepared for production release and placed into operation.  The Configuration Manager shall ensure that the system is ready for deployment, and that proper actions are taken to ensure its successful implementation.  The development package shall be distributed to concerned individuals, users shall be notified of the new system, and a smooth transition made to the production environment.  After the implementation, the PM and the Configuration Manager shall be alert for problem reports and be prepared to take corrective action.  Metrics shall be identified and collected for reporting the success or failure of each production release.

3.9 Documentation Release

The local Configuration Manager ensures that all documentation for the system is archived at the site documentation center.  All formal documentation produced shall be retained and safeguarded for the life of the system in accordance with records management requirements. 

4.  Automated CM Tools

An automated CM tool shall be utilized for control and tracking of the system development. Automated CM tools support change management by:


(1) Providing the means to track proposed changes, e.g. System Change Requests (SCR)


(2) Providing an automated revision/version manager.


(3) Providing visibility and control over the entire development life cycle.

4.1 Automated CM Tool Standards

The DLSC CMB shall evaluate automated CM tools and determine a minimum set of requirements that shall constitute a standard for charter organizations to use when selecting an appropriate tool.  Software tools that meet the standard shall be reported to the DLSC Information Technology Advisory Team (ITAT) for inclusion in the Information Technology Architecture Guidelines (ITAG).

4.2 Automated CM Tool Use

All documentation and deliverables associated with the project that can be accommodated shall be housed in the CM tool environment.  Changes must be effected only with the use of the tool to ensure control over the documentation and tracking of resources.

5. Defense Integrated Infrastructure (DII)/Common Operating Environment (COE)/Standard Operating Environment (SOE)

All IT hardware, software, and services that are created, purchased, altered, or subcontracted for DLSC shall follow the interoperability requirements as directed in the Defense Integrated Infrastructure (DII)/Common Operating Environment (COE) or the Standard Operating Environment (SOE), depending on the target platform, in accordance with the DLSC Architecture Guidelines.

6. Configuration Management Metrics

Metrics shall be captured on each application release for each production platform.  Specific metrics to be captured shall be determined by the LCCB and local Configuration Manager, and documented in the local CM plan.

Appendix A: Charter Organizations

· Defense Logistics Support Command (DLSC)

· DLSC Systems Integration Office (DSIO)

· Defense Logistics Information Service (DLIS)

· Defense Reutilization and Marketing Service (DRMS)

· Defense Supply Center Columbus (DSCC)

· Defense Supply Center Richmond (DSCR)

· Defense Supply Center Philadelphia (DSCP)

· Defense Energy Support Center (DESC)

· Defense Distribution Command (DDC)

· Defense National Stockpile Center (DNSC)

Appendix B: Acronyms and Glossary

B.1 Acronyms


AIS


Automated Information System


CANDI

Commercial-off-the-shelf and Non-Developmental Items


CASE


Computer Aided System Engineering



CCB


Configuration Control Board


CCBD


Configuration Control Board Directive


CI


Configuration Item


CM


Configuration Management


CMB


Configuration Management Board

CMP


Configuration Management Plan


COTS


Commercial-off-the-Shelf



CSA


Configuration Status Accounting


CSCI


Computer Software Configuration Item


DBL


Developmental Baseline


DCCM


DLSC Collaborative Configuration Management


DDC


Defense Distribution Center

DESC


Defense Energy Support Center


DLA


Defense Logistics Agency


DLIS


Defense Logistics Information Service


DLSC


Defense Logistics Support Command

DNSC


Defense National Stockpile Center

DoD


Department of Defense


DRMS


Defense Reutilization and Marketing Service

DSCC


Defense Supply Center Columbus

DSCP


Defense Supply Center Philadelphia

DSCR


Defense Supply Center Richmond

DSIO


DLSC Systems Integration Office

FBL


Functional Baseline


FCA


Functional Configuration Audit


FD


Functional Description


IA


Information Assurance

IT


Information Technology

ITAG


Information Technology Architecture Guidelines

ITAT


Information Technology Advisory Team

LCCB


Local Configuration Control Board

OCD


Operational Concept Description


PBL


Product Baseline


PCA


Physical Configuration Audit


PR


Problem Report


QA


Quality Assurance


SCR


System Change Request


B.2 Glossary

Allocated Baseline (ABL): In configuration management, the initial approved specifications governing the development of configuration items that are a part of a higher-level configuration item.

[IEEE Std 610.12]

Audit: An independent examination of a work product or set of work products to assess compliance with specifications, standards, contractual agreements, or other criteria.  

[IEEE Std 610.12]

Check in: A term used by the CM tool which allows users to provide a new version of the software to the tool.

[Platinum CCC/Harvest User's Manual]

Check out with lock: A term used by the CM tool to indicate that only one copy of the software has been made available to the programmer for update outside the control of the tool.           

[Platinum CCC/Harvest User's Manual]

Computer Software Configuration Item (CSCI):

a.  An aggregation of software that satisfies an end-use function and is designated for separate configuration control by the acquirer.  CSCIs are selected based on trade-off among software function, size, host or target computers, developer support concept, plans for reuse, criticality, interface considerations, need to be separately documented and controlled, and other factors. 

[J-STD-016]


b.  An aggregation of software that is designed for configuration management and treated as a single entity in the configuration management process.     

[IEEE Std 610.12]

Configuration Control: An element of configuration management, consisting of the evaluation, coordination, approval or disapproval, and implementation of changes to configuration items after formal establishment of their configuration identification.  

[IEEE Std 610.12]

Configuration Control Board (CCB): A group of people responsible for evaluating and approving or disapproving proposed changes to configuration items, and for ensuring implementation of approved changes.

[IEEE Std 610.12]

Configuration Identification:


a.  An element of configuration management, consisting of selecting the configuration items for a system and recording their functional and physical characteristics in technical documentation.



           [IEEE Std 610.12]


b.  The current approved technical documentation for a configuration item as set forth in specifications, drawings, associated lists, and documents referenced therein.  

[IEEE Std 610.12]

Configuration Item (CI):

a.  An aggregation of hardware, software, or both, that is designated for configuration management and treated as a single entity in the configuration management process. 

[IEEE Std 610.12]


b.  An aggregation of hardware, software or both that satisfies an end use function and is designated for separate configuration control by the acquirer.  


[J-STD-016]

Configuration Management (CM): A discipline applying technical and administrative direction and surveillance to:  identify and document the functional and physical characteristics of a configuration item, control changes to those characteristics, record, and report change processing and implementation status, and verify compliance with specified requirements. 

[IEEE Std 610.12]

Configuration Management Plan (CMP): The Configuration Management Plan defines the implementation (including policies and methods) of configuration management of a particular program/project.

[DoD-HDBK-287A]

Configuration Status Accounting (CSA): An element of configuration management, consisting of the recording and reporting of information needed to manage a configuration effectively.  This information includes a listing of the approved configuration identification, the status of proposed changes to the configuration, and the implementation status of approved changes. 


[IEEE Std 610.12]

Database: A collection of related data stored in one or more computerized files in a manner that can be accessed by users or computer programs via a database management system. 

[J-STD-016]

Deliverable Software Product: A software product that is required by the contract to be delivered to the acquirer or other designated recipient. 

[J-STD-016]

Dev:  A term related to the CM tool indicating an environment within the tool.

[Platinum CCC/Harvest User's Guide]

Functional Configuration Audit (FCA): An audit conducted to verify that the development of a configuration item has been completed satisfactorily, that the item has achieved the performance and functional characteristics specified in the functional or allocated configuration identification, and that its operational and support documents are completed and satisfactory.


[IEEE Std 610.12]

Physical Configuration Audit (PCA): An audit conducted to verify that a configuration item, as-built, conforms to the technical documentation that defines it.


[IEEE Std 610.12]

Product Baseline (PBL): In configuration management, the initial approved technical documentation (including, for the software, the source code listing) defining a configuration item during the production, operation, maintenance, and logistics support of it's life cycle.


[IEEE Std 610.12]

Software Configuration Management (SCM) Plan: The document defining how configuration management will be implemented (including policies and procedures) for a particular software acquisition or program.  The plan may be a separate document or included within the configuration management section of the Software Development Plan.

[H. Ronald Berlack, "Software Configuration Management"]

Software Development (SD): A set of activities that results in software products.  Software development may include the development, modification, reuse, reengineering, maintenance, or any other activities that result in software products. 


[J-STD-016]

Software Development File (SDF): A repository for material pertinent to the development of a particular body of software.  Contents typically include (either directly or by reference) considerations, rationale, and constraints related to requirements analysis, design, and implementation; developer-internal test information; and schedule and status information.  


[J-STD-016]

Software Development Library (SDL): A software library containing computer readable and human readable information relevant to a software development effort. 

[IEEE Std 610.12]
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